
RESPONSIBLE USE OF TECHNOLOGY POLICY
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All schools must have on file a signed Responsible Use of Technology Policy – User
Agreement/Parent Permission Form for any student1 user, his/her parent/guardian, and each
adult user (administrators, faculty and staff members, parents, volunteers, and other
school-affiliated adults) who use the school’s Technological Resources. All Technological
Resources are strictly limited to educational purposes. Students are not allowed to access
personal accounts using any of the school’s Technological Resources. School personnel
(administrators, faculty and staff members) are allowed to access personal accounts using the
school’s Technological Resources but are subject to responsible use provisions herein.
Individual schools may be further governed by the policies of the Instructional Technology
Centers or other Internet Service Providers. Any Technological Resources provided to a user
remain the property of the school. The school reserves the right to search and inspect school
property, including any computer, laptop, iPad, tablet, school email or other Technological
Resources at any time and for any reason. When using any of the school’s Technological
Resources, the user shall have no expectation of privacy. The school shall provide access to
Technological Resources for educational purposes only. The school shall also provide training
for students and teachers related to appropriate online behavior, including interaction with other
individuals on social networking sites, cyber-bullying awareness, and reporting the misuse of
technology. The school shall take reasonable measures to guard against student access, during
school hours and while on school grounds, to objectionable material through the school’s
Technological Resources. Unauthorized disclosure, use, or dissemination of personal
information regarding minors is forbidden.

STUDENT USER, HIS/HER PARENT/GUARDIAN, AND ADULT USER RESPONSIBILITY

The user shall access and use the school’s Technological Resources for educational purposes
only. Each user is responsible for information that is sent and received under his/her personal
and/or school account. Passwords are to be guarded and not displayed or shared with others.
The user must strictly adhere to copyright laws. In addition, unethical and/or illegal uses of the
school’s Technological Resources are prohibited. Unauthorized access, including hacking or use
of another person’s credentials or account, is strictly forbidden. The user agrees not to bypass
or attempt to bypass the school’s firewall or filters, nor to harm or alter school property, including
any of the school’s Technological Resources. The user agrees not to change any computer
settings, hardware, software, parts, or cabling. The user agrees not to pirate, nor to submit,
publish, display, distribute, send, or view any defamatory, inaccurate, abusive, obscene,
profane, sexually oriented, threatening, harassing, bullying, racially offensive, or illegal material
at any time, on or off school property; nor shall the user encourage the use, sale, or distribution
of alcohol, drugs, or controlled substances. Any use in violation of law is prohibited. Any
commercial use of the school’s Technological Resources is strictly forbidden. Unless authorized
by the school, the user agrees not to access chat rooms, newsgroups, listserves, instant

1 The term “student” applies to any individual enrolled in the school regardless of age.
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messaging, or a personal webpage. The user agrees not to download anything without
permission. The user agrees he/she will not damage the school’s Technological Resources,
including computers, computer systems, and computer networks. Personal technology
equipment brought to school is subject to the procedures outlined in this Policy. If the student
user, his/her parent/guardian, or the adult user becomes aware of inappropriate, illegal, or
non-educational material being used, accessed, sent, received, or displayed through the
school’s Technological Resources, he/she agrees to immediately report the matter to the
principal or supervisor. Student users and their parents/guardians agree that they are solely
responsible for monitoring the student’s use of the school’s Technological Resources at home,
off school grounds, and outside of school hours.

DISCIPLINARY ACTION

The school may take disciplinary action against any user who violates the Responsible Use of
Technology Policy, or other school or Archdiocesan policies, through use of the school’s
Technological Resources. Disciplinary action may include, but is not limited to, revocation of
access to Technological Resources, suspension or expulsion from school, termination of
employment, and/or possible legal action.


